
 
 

 
       

 

 
 

Area under CCTV surveillance 
 

 
 

Please be informed that DPD Hungária Kft. (hereinafter: the Company or Data Controller) under the 

provisions of the GDPR and with due heed to Act CXXXIII of 2005 on Security Services and the 

Activities of Private Investigators (hereinafter the Security Services Act), operates an electronic 

surveillance system in pursuance of its legitimate interests. 

 

The purpose of recording and storing personal data and images 
The purpose of surveillance is to document the secure storage, handling, transport as well as full and 

intact delivery from the warehouse of high-value warehouse stocks of very high value. 
 

Data processed 
- Images of data subjects and data obtainable from camera images (location and duration of stay) 

 

Legal basis of data processing 
 

GDPR Article 6 (1) f), the legitimate interests of the Company. 
 

The data recorded by the surveillance system may be accessed by: 
- the chief executive officer of the Company or a person delegated by him or her 
- (for use in court or in other official proceedings), the court or the authority competent in the 

proceedings. 
 

Duration of storage of personal data and images: 
until the purpose has been served, maximum 30 days 
 
Rules applying to the exercise of data subjects’ rights  
 
The Company informs you that if you wish to exercise your rights under the GDPR, you may, upon 
certifying your identity, 

− request information as to whether the Company is processing a camera image of you, i.e. 
exercise your rights under GDPR Article 15, 

− request restriction on processing your personal data, 
− object to the data processing, 
− request the erasure of the data if any of the conditions defined in GDPR Article 17 (1) are 

satisfied. 
 
If under Article 15 (3) of the GDPR you request the data controller for a copy of personal data 
undergoing data processing, the data controller will provide a copy unless this right adversely affects 
the rights and freedoms of others. 
 
The data subject may exercise the right of restriction provided in GDPR Article 18 within the image 
storage period defined above (three working days). In this case, the data subject must state the 
reasons why the Company should not erase or destroy the recording even after the passage of the 
storage time limit. According to GDPR Article 18 (1), such reasons may be: 

− the accuracy of the personal data is contested by the data subject, 
− the processing is unlawful and the data subject opposes the erasure of the personal data and 

requests the restriction of their use instead, 



 
 

 
       

 

 
 

− the controller no longer needs the personal data for the purposes of the processing, but they 
are required by the data subject for the establishment, exercise or defence of legal claims, 

− the data subject has objected to processing pursuant to GDPR Article 21(1), taking the view 
that the Company or a third party could not restrict his or her private affairs to pursue their 
legitimate interests. 

 
The time limit for storing restricted images 

− if the data subject contests the accuracy of the personal data, the restriction applies to the 
length of time that enables the data controller to check the accuracy of the personal data. 

− if the data subject has objected to processing pursuant to GDPR Article 21(1), taking the view 
that the Company or a third party could not restrict his or her private affairs to pursue their 
legitimate interests, the restriction applies to the length of time required to verify whether 
the legitimate grounds of the controller override those of the data subject. 

− if the data subject considers that the processing is unlawful and the data subject opposes the 
erasure of the personal data and requests the restriction of their use instead, or that the 
controller no longer needs the personal data for the purposes of the processing, but they are 
required by the data subject for the establishment, exercise or defence of legal claims, the 
Company retains the restricted images until the following time limits: 

o if the data subject requests a copy pursuant to GDPR Article 15 (3) and the data 
controller provides it, until the copy is provided, 

o if an authority in the course of an official procedure makes a request to the Company 
and the Company provides the restricted image, until the image is provided to the 
authority, 

o if neither of the foregoing two conditions are satisfied, then under Chapter 6:22 (1) 
of Act V of 2013 on the Hungarian Civil Code, until the expiry of the general limitation 
period, i.e. for five years. 

 
If the data subject’s request is clearly ungrounded or excessive, the Company may charge a 
reasonable amount for the administrative costs incurred by providing the information or taking the 
requested action, or may refuse the action requested. 
 

Data processor 
 
The data controller uses a data processor only at its premises at 1152 Budapest, Városkapu utca 12.  
 
Details: 
 
Name: Hori-Zone Információs és Biztonsági Iroda Kft 
Registered office: 1093 Budapest, Lónyay u. 11. 
Company registry number: 01-09-715050 
VAT number: 13022952-2-43 
 
Data processing activity: monitoring of camera images 
 

Pursuant to Regulation 2016/679 of the European Parliament and Council, a data subject whose 

personal data and camera images have been recorded and stored is entitled to request information – 

by written request addressed to the chief executive officer or the DPO of the Company (by post, to Dr 

Gergő Soltész 1134 Budapest, Váci út 33. 2. emelet, electronically, to adatkezeles@dpd.hu) – on the 

processing, correction or erasure of his or her personal data, or to object to the processing of his or 

her personal data, and in case of a breach of rights, to take the matter to court or request 

compensation. 
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