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Bevezetd

A DPD az érintettek jogainak biztositasa céljabdl az alabbi adatkezelési tajékoztatot (a tovabbiakban:
tdjékoztato) alkotja.

A DPD jelen tajékoztatd megalkotasaval és elérhetdvé tételével kivanja biztositani az Eurdpai Parlament
és Tanacs (EU) 2016/679 rendelete (a tovabbiakban: GDPR) 12. cikkében meghatarozott atlathatd
tajékoztatashoz vald jog megvaldsuldsat.

Jelen tdjékoztatd célja, hogy az érintettek megfeleld tdjékoztatast kaphassanak a DPD altal kezelt,
illetve az altala megbizott adatfeldolgozo altal kezelt adatokrol, azok forrasarél, az adatkezelés céljarol,
jogalapjardl, idétartamardl, az adatkezelésbe esetlegesen bevont adatfeldolgozékrél, tovabba - az
érintett személyes adatainak tovabbitasa esetén - az adattovabbitas jogalapjardl és cimzettjérél.

A tajékoztatdban személyes adaton azonositott vagy azonosithaté természetes személyre (érintett)
vonatkozé barmely informacidt értjlik, amely alapjan a természetes személy kdzvetlen vagy kozvetett
maodon egy vagy tobb tényez6 alapjan azonosithato.

Jelen tdjékoztaté az Altaldnos Szerzédési Feltételek mellékletét képezi, és elérheté a
https://www.dpd.com/hu/home/szallitas/aszf linken.

A DPD-nél komolyan vessziik a személyes adatok védelmét az adatkezelés minden szakaszaban.
Személyes adatot csak meghatarozott célbdl, jog gyakorlasa vagy kotelezettség teljesitése érdekében
kezellink, a cél eléréséhez sziikséges minimadlis mértékben és ideig.

Az alkalmazandé jogszabalyok:

e atermészetes személyeknek a személyes adatok kezelése tekintetében torténd védelmeérdl és
azilyen adatok szabad aramlasarol szold 2016/679 (EU) Rendelet

e (tovabbiakban:,GDPR"),

« azinformacios dnrendelkezési jogroél és az informacidszabadsagrol széld 2011. évi CXII. torvény
(tovabbiakban: , Infotorvény”),

« apostai szolgdltatasokrol szold 2012. évi CLIX. torvény (tovdbbiakban: ,Postatorvény”),

« a postai szolgaltatasok nyujtdsanak és a hivatalos iratokkal kapcsolatos postai szolgdltatas
részletes szabadlyairdl, valamint a postai szolgaltatok altalanos szerzédési feltételeirdl és a
postai szolgaltatasbol kizart vagy feltételesen szallithatd Kildeményekrél szélé 335/2012.
(X11.4.) Korm. rendelet (tovabbiakban: ,,Postarendelet”),

« aszamvitelrdl széld 2000. évi C. torvény (tovabbiakban: ,,Szamuviteli térvény”),

« apolgaritorvénykonyvrél szold 2013. évi V. torvény (tovabbiakban: ,,Ptk.”),

« a fogyasztovédelemrdl széld 1997. évi CLV. torvény (tovabbiakban: ,Fogyasztéovédelmi
torvény”), valamint

« a személy- és vagyonvédelmi, valamint a magadnnyomozdi tevékenység szabdlyairdl szolo
2005. évi CXXXIII. torvény (tovabbiakban: ,Vagyonvédelmi torvény”).

Kinek az adatait kezeljik és milyen célbél?

A Tarsasdg f6 tevékenysége: egyéb postai, futarpostai tevékenység.

A Tarsasag vallalja a Kiuldemények felvételét, tovabbitasanak megszervezését, szortirozasat és
kézbesitését belfoldon és kulfoldon, annak a részére, akit a Kildemény feladdja cimzettként megjelol,
biztositva a Klildeményeknek a felado altal is - interneten keresztiil valé - nyomon kdvethetéségét. A
Tarsasdg szolgaltatdsi tevékenységének elldtdasa céljdbdol természetes személyek adataival is
kapcsolatba keril. Ezen adatok lehetnek klilondsen név, lakcim, telefonszam és e-mail cim. Az adatok a
futarpostai tevékenység ellatdsa céljabodl sziikségesek.
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adatkezelés célja: futarpostai tevékenység ellatasa, postai szolgaltatdasi szerzédés teljesitése, teljesités
elszamolasa, igazolasa és utdlagos ellendrzése, szolgaltatast felligyeld hatdsag részére torténd
adatszolgaltatas

kezelt adatok kdre:

- Kuldemény cimzettje esetén: név, lakcim, kézbesitési cim, telefonszam, e-mail cim, kiildemény
azonositdészama, szemeélyazonossagot igazolé okmany elnevezeése, betljele és szama, aldiras,

- Meghatalmazott atvevd esetén: a meghatalmazdson rogzitett adatok, igy kilondsen a
meghatalmazé és a meghatalmazott természetes személyazonosité adatai, a
személyazonossdg igazolasdra alkalmas hatdésagi igazolvany megnevezése, betljele és szdma,
az acim, amelyre érkezd postai kUldemény atvételére a meghatalmazé a meghatalmazast adja,
alairds és a teljes bizonyitd er6hoz sziikséges egyéb kotelezé elemek, annak a kiildeménynek az
azonositdészamat, amelynek atvételére a meghatalmazast adtak.Kildemény feladdja esetén:
partner azonositd, partner neve, addészama, székhely vagy lakcimadata, felvételi cim,
kildemény azonositészama, elektronikus levelezési cim, telefonszam, szamla adatok,
szerzédéskotés datuma, aldiras

adatkezelés jogalapja: a GDPR 6. cikk (1) b) pontja szerint az adatkezelés a szerz6dés teljesitéséhez
szikséges, valamint a GDPR 6. cikk (1) ¢) pontja szerinti jogi kotelezettség teljesitése

adattarolas hatarideje:
- aszamlazashoz szlikséges adatok esetében (név, lakcim) a szamla kiallitasatol szamitott 8 év a

Szamviteli torvény 169.§ (2) bekezdése alapjan

- aszolgdltatasi szerz6dés teljesitéséhez, a teljesités elszamoldsahoz, igazolasahoz és utdlagos
ellenérzéséhez sziikséges adatokat a postai kiildemény feladdsat kovetd otodik naptari év
utolso napjaig a Postatorvény 55.8 (7) bekezdése alapjan.

adattdrolas mddja: papiralapon és elektronikusan

Hatralékkezelés

A Tarsasag Ulgyfelei esetében eléfordulhatnak hatralékot felhalmozdé megbizok. Ilyen esetben a
Tarsasag kintlévéség-kezelé csoportja megkezdi a hatralékkezelési eljarast. Amennyiben az eljaras nem
vezet eredményre, a megbizd adatait koveteléskezelési céllal atadjuk megbizott Ugyvéd, vagy
koveteléskezeld tarsasag részére.
adatkezelés célja: hatralék behajtasa
kezelt adatok kore:

- partner azonositd

- partner neve

- addészama

- székhely vagy lakcim adata

- elektronikus levelezési cim

- telefonszam

- els6, masodik felszélitas ddtuma

- szamla adatok

- szerz8déskotés datuma

adatkezelés jogalapja: a Tarsasag a GDPR 6. cikk (1) f) pont szerinti jogos érdekének érvényesitése
adattarolds hatdrideje: a hatralék kiegyenlitése, illetve a hatralékkezeléssel kapcsolatos polgari jogi
igények eléviilése (5 év)

Panaszkezelés

A Tarsasag abeérkezé panaszokat ingyenes, egyszer(, atlathaté és megkilonboztetéstdl mentes eljaras
keretében vizsgadlja ki és a panaszokrol, kezelésik maodjarél nyilvantartast vezet. A panaszkezelés
ugyfeleket érintd szabdlyait a Tarsasag ASZF-e tartalmazza.

adatkezelés célja: panaszok rogzitése, kivizsgdlasa, elbiralasa



kezelt adatok kére:

- akKildemény felvételének idépontja

- aKildemény csomagcimkéjén szereplé csomagszam

- az igényérvényesitd (Ugyfél/Cimzett) adatai (név, székhely/lakcim, azonositészam -
csomagszam, referenciaszam -, adészam, esetlegesen bankszamlaszam) és cégszer(, illetve
sajatkezl aldirdsa, vagy fax-szam, vagy e-mail cim, vagy levelezési cim, amelyre a Tarsasag
irasos valaszat megkuldheti

- apanaszleirdsa, a Kildemény vagy a szolgaltatas esetleges hibajanak és a hiba feltehet okanak
megjelolése és leirasa

- akar megjelolése, leirasa és a kartéritési igény meértékének meghatarozasa

- azérintett hangja (a telefonbeszélgetés rogzitésre kerul)

- apanasz megalapozottsaganak igazolasaul szolgald, tovabba a karigény ellendrzését lehetbvé
tevé dokumentumok, igy példaul a Kiildemény tartalmardl szold okmanyt (szallitolevél,
beszerzési szamla, fénykép-felvételek stb.)

- aKildemény megszerzését és beszerzési arat, esetleg termelési kdltségeit igazolé okmanyok

- afutdrral k6zosen felvett jegyzékonyv

- indokolt esetben a kdr meghatarozasahoz szlikséges szakértdi nyilatkozatot.

adatkezelés jogalapja: a fogyasztévédelemrdl szold 1997. évi CLV. torvény 17/A-C. &-ban
meghatarozottak

adattarolds hatdrideje: a Tdrsasag a panaszrol felvett jegyzékonyvet és a vdlasz masolati példanyat ot
évig koteles megdrizni, és azt az ellen6érzé hatdsdgoknak kérésilikre bemutatni [fogyasztovédelmi
torvény 17/A. 8 (7)]

adattdrolas mddja: papiralapon és elektronikusan

Telefonbeszélgetések rogzitésével Osszefliggd adatkezelés

A fogyasztévédelemroél szold 1997. évi CLV. torvény 17/B. § (3) bekezdése alapjan a DPD-vel folytatott
beszélgetése rogzitésre keriil, a beszélgetést egyedi azonosité szammal latjuk el, személyes adatait az
alabbiak szerint kezeljuk:

adatkezelés célja: panaszok, lUgyféligények, jogvita eldontését szolgald bizonyitékok rogzitése,
hibabejelentések rogzitése, kivizsgdldsa, elbirdlasa, megdllapodas bizonyitasa, behajthatatlansag
igazoldsa, minéségbiztositas

kezelt adatok kére:

- aKildemény felvételének idépontja

- aKildemény csomagcimkéjén szereplé csomagszam

- az igényérvényesité (Ugyfél/Cimzett) adatai (név, székhely/lakcim, azonositészam -
csomagszam, referenciaszam -, adészam, esetlegesen bankszamlaszam) és cégszer(, illetve
sajatkezi alairasa, vagy fax-szam, vagy e-mail cim, vagy levelezési cim, amelyre a Tarsasag
irasos valaszat megkiildheti

- apanaszleirdsa, a Kildemény vagy a szolgaltatas esetleges hibajanak és a hiba feltehet okanak
megjelolése és leirdsa

- akdr megjeldlése, leirasa és a kartéritési igény mértékének meghatarozasa

- azérintett hangja

- apanasz megalapozottsaganak igazolasaul szolgald, tovabba a karigény ellenbrzését lehetbvé
tevé dokumentumok, igy példaul a Kiildemény tartalmdrdl szold okmanyt (szdllitdlevél,
beszerzési szamla, fénykép-felvételek stb.)

- aKildemény megszerzését és beszerzési arat, esetleg termelési koltségeit igazold okmanyok

- afutdrral k6zosen felvett jegyzékonyv

- indokolt esetben a kar meghatarozasahoz sziikséges szakértdi nyilatkozatot.

adatkezelés jogalapja: a fogyasztévédelemroél szold 1997. évi CLV. torvény 17/A-C. 8-ban
meghatarozottak, GDPR rendelet 6. cikk (1) bek. ¢) pont (jogi kotelezettség teljesitése, tekintettel a
Postatorvény 57.8(1) bekezdése és a Fogyasztovédelmi torvény 17/B.8§ (3) bekezdése)

adattdrolds hatdrideje: a Tarsasdg a panaszrol felvett jegyzékonyvet és a valasz masolati példanyat ot
évig koteles megdrizni, és azt az ellenérzé hatdsagoknak kérésikre bemutatni [fogyasztovédelmi
torvény 17/A. & (7)]




adattdrolas mdédja: papiralapon és elektronikusan

Ajanlatkérés

A weboldalon a https://www.dpd.com/hu/home/szallitas/arajanlatkeres2 linken van lehetésége a
latogatonak ajanlatkérésre.

adatkezelés célja: a honlapon kapcsolatfelvételt kezdeményez6 latogatdk azonositasa, szamukra az
elektronikus szolgdltatasok elérhetévé tétele
kezelt adatok kore:
- Cégneve*
—  Utca, hazszam *
— Iradnyitészam *
- Telepllés *
- Kapcsolattarto:
-  Neve*
— E-mailcime*
— Telefonszama *
-  Atlagos havi csomagmennyiség (db)? *
- Atlagosan milyen sulyuak ezek a Kiildemények? *
— Az drumegnevezése *
- Van Onnek utanvétes csomagja? A csomagok hany szazaléka utanvétes?
— Mekkora az atlagosan beszedendé utanvét 6sszeg?
— Megjegyzés

adatkezelés jogalapja: a GDPR 6. cikk (1) a) szerinti érintteti hozzajarulas
adattarolds hatarideje: az adatkozléstél szamitott 2 év

adattdrolas mddja: elektronikus

Kameras megfigyeld rendszer altali adatrégzités

Ahol kép- és vided rogzitésre alkalmas elektronikus megfigyelérendszer mikodik, ott a kamerak pontos
elhelyezkedésérdl szolo, és a rogzités tényét ismertetd tablak kihelyezésre keriltek.
A kameras megfigyelérendszerrel kapcsolatos személyes adatokat az alabbiak szerint kezeljik:

Az _adatkezelés célja: elektronikus medfigyelérendszer lzemeltetése, vagyonvédelem, jogsértések
megelézése, jogsértések észlelése, jogsértés, illetve annak alapos gyanuja esetén bizonyitékok
roégzitése, minéségbiztositas

jelentds értékd raktarkészlet biztonsagos taroldsa, kezelése, szallitasa, a raktarbdl torténd hianytalan és
épségben torténé kiszallitas dokumentalasa.

A kezelt adatok kore: Az érintettektdl kozvetlenll felvett arckép és képfelvétel.

Az adatkezelés jogalapja: GDPR 6. cikk (1) bekezdés f) pontja (az adatkezelé jogos érdekeinek
érvényesitése, vagyonvédelem, blncselekmények megeldzése és feltardsa).

Az adattdrolas hatdrideje: felhasznalds hidnydban a rogzitéstél szamitott 3 hénap.

Az adattdrolds mddja: elektronikusan.

A jelen tdjékoztatoban esetleg fel nem sorolt adatkezelésrél a személyes adat felvételekor adunk
tdjékoztatast.
Hogyan védijiik az adatokat?

A papiralapon kezelt személyes adatok biztonsaga érdekében a DPD az alabbi intézkedéseket
alkalmazza:
- azadatokat csak az arra jogosultak ismerhetik meg, azokhoz mas nem férhet hozza
- a dokumentumokat jol zarhatd, szaraz, tlz- és vagyonvédelmi berendezéssel ellatott
helyiségben helyezziik el
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- afolyamatos aktiv kezelésben lévé iratokhoz csak az illetékesek férhetnek hozza

- aDPD adatkezelést végzé munkatarsa a nap folyaman csak ugy hagyhatja el az olyan helyiséget,
ahol adatkezelés zajlik, hogy a ra bizott adathordozdékat elzarja, vagy az irodat bezarja

- a Tarsasag adatkezelést végzé munkatdrsa a munkavégzés befejeztével a papiralapu
adathordozét elzarja

- amennyiben a papiralapon kezelt személyes adatok digitalizalasra kerilnek, a digitalisan tarolt
dokumentumokra iranyadé biztonsagi szabdlyokat alkalmazza a Tarsasag

Amennyiben a papiralapon tarolt személyes adat kezelésének célja megvaldsult, ugy a Tarsasag
intézkedik a papir megsemmisitésérél. Amennyiben a személyes adatok adathordozdja nem papir,
hanem mas fizikai eszkdz, ugy annak megsemmisitésére a papiralapu dokumentumokra vonatkozé
megsemmisitési szabdlyok az iranyaddak.

A szamitdgépen, illetve halézaton tarolt személyes adatok biztonsaga érdekében a Tarsasag az aldbbi
intézkedéseket és garancidlis elemeket alkalmazza:
- az adatkezelés soran hasznalt szamitégépek a Tarsasag tulajdonat képezik, vagy azok folott
tulajdonosi jogkorrel megegyezé joggal bir
- a szamitdégépen taldlhaté adatokhoz csak érvényes, személyre széld, azonosithato
jogosultsaggal - legaldbb felhasznaldi névvel és jelszéval - lehet csak hozzaférni, a jelszavak
cseréjérél a Tarsasag rendszeresen, illetve indokolt esetben gondoskodik
- azadatokkal torténé minden szamitdgépes rekord nyomon kovethetéen napldzasra kerul
- a halézati kiszolgdld gépen (a tovadbbiakban: szerver) tdrolt adatokhoz csak megfeleld
jogosultsaggal és csakis az arra kijelolt személyek férhetnek hozza
- amennyiben az adatkezelés célja megvaldsult, az adatkezelés hatarideje letelt, ugy az adatot
tartalmazo fajl visszaallithatatlanul torlésre kerdil, az adat ujra vissza nem nyerheté
- aTarsasag a hdlézaton tarolt adatok biztonsaga érdekében a szervereket magas rendelkezésre
allasu infrastrukturaval védi, az adatvesztést mentésekkel és archivalassal keruli el
- alementett adatokat tarold adathordozo az erre a célra kialakitott pancéldobozban, tlzbiztos
helyen és médon tarolt
- aszemélyes adatokat kezel6 haldézaton a virusvédelemrél folyamatosan gondoskodik
- a rendelkezésre allé szamitastechnikai eszk6zokkel, azok alkalmazasdval megakadalyozza
illetéktelen személyek halézati hozzaférését

A személyes adatok tarolasanak helyén, a szerverszobakban tarolt szerverek fizikai védelme érdekében
a Tarsasag az alabbi intézkedéseket és garancialis elemeket alkalmazza:
- aszerverszoba fizikai védelmét tlizgatlo falak biztositjak
- aszerverszoba klimatizalt és tlzjelz6 berendezéssel ellatott
- aszerverszobaba csak a szerverszoba kulcsfelvételi engedéllyel rendelkezé személy léphet be,
- akulcsfelvételi engedéllyel rendelkez8krél nyilvantartast vezet az Adatkezeld

A jogosultsagkezelés szabdlyozasdnak célja, hogy a kiosztott jogosultsdgok pontosan nyomon
kovethetéek legyenek, dokumentdlt formdban megdbrzésre keriiljenek, valamint az egyes
jogosultsdgokkal rendelkezé személyek tevékenysége és az dltaluk felhasznalt adatok kore
ellendrizhetd legyen. Ezen adatok naprakészsége nagymeértékben hozzasegiti a Tarsasagot a téle elvart,
illetve altala elérhetd biztonsagi szint teljesitéséhez, tovabba az informatikai halézat torvényi és
szakmai normak szerinti Gzemeltetéséhez.

A személyes adatok biztonsdaga érdekében a Tarsasdg az aldbbi jogosultsagkezelési elSirasokat
alkalmazza:
- Uj jogosultsag beallitasat, illetve jogosultsag megvaltoztatasat a jogosultsdg birtokosanak
felhatalmazasa alapjan az informatikus végzi
- A jogosultsagok megdllapitdsa soran kizarélag a munkavégzéshez sziikséges és elégséges
jogosultsagokat osztjuk ki
- El kell keriilni, hogy teljes hozzaféreést, illetve adminisztratori jogosultsagokat kapjanak mas
munkat végzé, illetve a jogosultsag birtoklasara igényt nem tarté személyek
- Adminisztratori jogosultsaggal rendelkezd, nevesitett felhasznalot kell alkalmazni a rendszer
adminisztrdldasa érdekében minden esetben, ahol ez lehetséges. A nem nevesitett
rendszergazdai jelszavakat zart boritékban, felbontast gatlé mdédon, aldirva kell tarolni. Ezek
hasznalatat az Adatkezeld vezetd tisztségviseldje vagy akadalyoztatasa esetén a helyettesitési
rend szerinti helyettese engedélyezheti. A nem nevesitett felhasznaldi jogosultsagok
hasznalatat indokolni és dokumentalni kell.
- Kulsé - karbantarto vagy fejlesztd - cég alkalmazottja folyamatosan miikodé, korlatlan idére



szolo hozzaférési jogosultsaggal nem rendelkeznek.

A DPD tOrekszik - a GDPR-nak valé megfelelés érdekében - a személyes adatok kezelésének minimalisra
csokkentésére, a személyes adatok mihamarabbi alnevesitésére, a személyes adatok funkcidinak és
kezelésének atladthatdsagara, valamint arra, hogy az érintett nyomon kovethesse az adatkezelést, az
adatkezel6 pedig biztonsagi elemeket hozhasson létre és tovabbfejleszthesse azokat. Bevezetésre
kerilt az un. beépitett adatvédelem (privacy by design), melynek kdvetkeztében a Tdrsasag mar az
adatkezelés tényleges megkezdése elétt - példaul mar a projekt-elékészités idészakaban - is
figyelemmel van a GDPR el&irasaira. A beépitett adatvédelem a Tarsasag sajat, olyan belsé eljarasainak
az osszessége, amivel - a kiilsé szabalyozasoktol fuggetlenlil is - igyekszik megfelelni annak, hogy az
érintett maganszférdjat minél jobban védje.

Adatait tovabbitjuk harmadik félnek?

Adatait kizarolag az lzleti tevékenységlinkhoz kapcsoléddan bejelentett célokra hasznaljuk fel. Az
altalunk feldolgozott adatokat nem adjuk ki barkinek és olyan célokra, amelyek nem kapcsoléddnak
kozvetlenil szolgaltatasainkhoz, a kovetkezd esetektél eltekintve:

Jogszabalyi eléirasok teljesitése

Vannak olyan esetek, amikor a jogszabalyi eléirasoknak megfeleléen a Tarsasag koteles az altala kezelt
adatokat az illetékes szervek kérésének megfeleléen kiadni. Ilyen testiiletek példaul: az allamigazgatasi
és hatdsagi szervek, tarsadalom- és egészségbiztositasi szervek, konyvvizsgalok stb.

Adatfeldolgozok

Azok atermészetes vagy jogi személyek, kozhatalmi szervek, ligynckségek vagy barmely egyéb szervek,
amely az Adatkezeld nevében személyes adatokat kezelnek.

Ezek a feldolgozdk (a teljesség igénye nélkul):

L Alvallalkozé fuvarozék
Olyan vallalkozdk, akik a DPD nevében felveszik és kiszallitjdk a csomagokat, szerzédés alapjan.
A feldolgozott adatok kdre: a csomagok feladdinak és cimzettjeinek azonositodi és elérhetdsége

. A DPD csoporttal egyittmiikddé szervezetek és a szallitasban résztvevé partnerek
A nemzetkozi szolgaltatasok keretében a csomagok kulféldre szallitasat / tovabbitasat a DPD Csoport
azon szervezeti egységei vagy partnerei végzik, amelyek felelések az adott orszdgban nyujtott ilyen
jellegl szolgdltatasokeért.
A feldolgozott adatok kére: a csomagok feladdinak és cimzettjeinek azonositdi és kapcsolattartashoz
szikséges adatai

Il Infokommunikdacids szolgdltatdk
Sziikséges esetben az infokommunikacids szolgaltatdkkal is kozol adatot a DPD, ellenérzott keretek
kozott. Ilyen eset példaul:

- a szolgaltatasok hatékonysdganak biztositdsa érdekében (kiilondsen a szallitasi folyamatok

optimalizalasa céljabol)

- értesitési szolgaltatasok alkalmazdasa esetén (a csomagok adatainak atadasa),

- azutdnvétes szolgaltatasok szolgaltatasi dijaval kapcsolatosan stb.
A feldolgozott adatok kére: a csomagok feladdinak és cimzettjeinek azonositdi és kapcsolattartashoz
szUkséges adatai, az online alkalmazasok felhasznaldinak azonosité adatai.

V. Szolgaltatdk
Vannak olyan cégek, amelyek korlatozott mértékben részt vesznek a DPD egyes tevékenységeiben,
amelynek soran adatokkal keriilnek kapcsolatba. Ez alatt altalaban olyan alvallalkozdkat értink,
amelyek alkalmazottai felelések a csomagok berakoddasdaért és valogatasaért.
A feldolgozott adatok kére: a csomagok cimkéjén lévé szallitasi adatok.

V. Munkatdérsaink javara szolgdltatast nyujté vallalkozék
A fizetések és a munkavallaléi juttatasok kiszdmitasa és kifizetése kozben, a munkaviszonyhoz
kapcsolédo valamennyi tevékenység elvégzése és a munkavégzés teljesitése kozben munkatarsaink
adatait ellen8rzott eljdras keretében atadjuk bizonyos vallalkozasok szamadra.
A feldolgozott adatok kdre: a munkavallalok azonosité adatai.



VL. Hatralékkezelés
Amennyiben a DPD hatralékkezelési eljdrasa nem vezet eredményre, a megbizé adatait
koveteléskezelési céllal atadjuk megbizott ligyvéd, vagy koveteléskezeld tarsasag részére.
A feldolgozott adatok kdre: a hatralék behajtashoz sziikséges adatok

A DPD megkoti az adatfeldolgozé szerz8déseket minden adatfeldolgozéval. Ezekben mindkét fél
vallalta, hogy az adatvédelmi jogszabdlyoknak és a DPD kovetelményei szerinti adatbiztonsagi
kovetelményeknek megfelelnek.

Az érintettek jogai és azok érvényesitése

Az érintett tdjékoztatast kérhet személyes adatai kezelésérdl, valamint kérheti személyes adatainak
helyesbitését, illetve — a jogszabdlyban elrendelt adatkezelések kivételével - torlését, korlatozasat a
Tarsasag feltlintetett elérhetdségein.

Az érintett jogosult arra, hogy a rd vonatkozd, altala az Adatkezeld rendelkezésére bocsatott személyes
adatokat tagolt, széles korben hasznalt, géppel olvashaté formaban megkapja, tovabba jogosult arra,
hogy ezeket az adatokat egy masik adatkezelének tovabbitsa.

A Tarsasag a beérkezett kérelmet, illetve tiltakozast koteles a beérkezéstél szamitott harom napon
belul attenni az adatkezelés szempontjabodl feladat- és hataskorrel rendelkezé szervezeti egység
vezetdjéhez.

Adatkezelé indokolatlan késedelem nélkiil, de mindenféleképpen a kérelem beérkezésétél szamitott 1
hénapon beliil tajékoztatja az érintettet a GDPR 15-22. cikke szerinti kérelem nyoman hozott
intézkedésekrél. Sziikség esetén, figyelembe véve a kérelem Osszetettségét és a kérelmek szamat, ez a
hataridé tovabbi 2 hénappal meghosszabbithato. A hataridé meghosszabbitdsarol a késedelem okainak
megjelolésével a kérelem kézhezvételétdl szamitott 1 hdnapon beliil a DPD tajékoztatja az érintettet.
Ha az érintett elektronikus uton nyujtotta be a kérelmet, a tajékoztatast lehetbség szerint elektronikus
uton kell megadni, kivéve, ha az érintett azt masként kéri (GDPR 12. cikk (3) bekezdés). A GDPR 13. és 14.
cikke szerinti informacidkat és a 15-22. és 34. cikke szerinti tajékoztatast és intézkedést dijmentesen
kell biztositani. Ha az érintett kérelme egyértelmien megalapozatlan vagy - kiilondsen ismétlédé
jellege miatt - tulzé, a DPD, mint adatkezeld, figyelemmel a kért informacié vagy tdjékoztatas
nyujtasaval vagy a kértintézkedés meghozatalaval jaré adminisztrativ koltségekre ésszeri 6sszegl dijat
szamithat fel vagy megtagadhatja a kérelem alapjan torténé intézkedést. A kérelem egyértelmuen
megalapozatlan vagy tulzé jellegének bizonyitdsa az adatkezelét terheli (GDPR 12. cikk (5) bekezdés).

Az érintett kérelmére az Adatkezeld tajékoztatdst ad az érintett daltala kezelt, illetve az altala vagy
rendelkezése szerint megbizott adatfeldolgozé altal feldolgozott adatairdl, azok forrdsarél, az
adatkezelés céljardl, jogalapjarol, idétartamaradl, az adatfeldolgozd nevérél, cimérél és az adatkezeléssel
Osszefliggd tevékenységérél, az adatvédelmi incidens korilmeényeirdl, hatasairdl és az elharitasara
megtett intézkedésekrél, tovdbba - az érintett személyes adatainak tovabbitdsa esetén - az
adattovabbitds jogalapjarol és cimzettjérél.

A tajékoztatds f6szabaly szerint ingyenes, ha a tajékoztatdst kéré a folyé évben azonos adatkorre
vonatkozdan tdjékoztatasi kérelmet az Adatkezel6h6z még nem nyujtott be. Egyéb esetekben
koltségtérités allapithatd meg. A koltségtérités mértékét a felek kozott létrejott szerzédés is régzitheti.
A mar medfizetett koltségtéritést vissza kell tériteni, ha az adatokat jogellenesen kezelték, vagy a
tajékoztatas kérése helyesbitéshez vezetett.

A valésagnak nem medfelelé adatot az adatot kezeld szervezeti egység vezetbje - amennyiben a
szikséges adatok és az azokat bizonyitd kodzokiratok rendelkezésre allnak - helyesbiti, a GDPR. 17.
cikkében meghatarozott okok fenndllasa esetén intézkedik a kezelt személyes adat torlésérdl.

A személyes adatot torolni kell, ha

a) aszemélyes adatokra mar nincs sziikség abbél a célbdl, amelybél azokat gyUjtotték vagy mas
modon kezelték;

b) az érintett visszavonja az adatkezelés alapjat képezd hozzdjarulasat, és az adatkezelésnek
nincs mas jogalapja;

c) az érintett tiltakozik az adatkezelés ellen, és nincs elsébbséget élvezd jogszerl ok az
adatkezelésre, vagy az érintett tiltakozik az adatkezelés ellen;

d) aszemélyes adatokat jogellenesen kezelték;

e) a személyes adatokat az adatkezelére alkalmazandd unids vagy tagallami jogban eldirt jogi



kotelezettség teljesitéséhez torolni kell;

f) a személyes adatok gylijtésére a 16 éven aluli gyermekek részére az informacios
tarsadalommal 6sszefliggd szolgaltatasok kinaldsaval kapcsolatosan kerdilt sor.

g) haaz adatkezeld nyilvanossagra hozta a személyes adatot, és a személyes adatokra mar nincs
szikség abbdl a célbdl, amelybdl azokat gyUijtotték vagy mas modon kezelték ugy azt torolni
koteles, valamint az elérhetd technoldgia és a megvalodsitas koltségeinek figyelembevételével
megteszi az észszerlen elvarhatd lépéseket - ideértve technikai intézkedéseket - annak
érdekében, hogy tajékoztassa az adatokat kezelé adatkezeléket, hogy az érintett kérelmezte
télik a széban forgd személyes adatokra mutatd linkek vagy e személyes adatok
masolatanak, illetve masodpéldanyanak torlését.

Az érintett tiltakozhat személyes adatanak kezelése ellen,

- ha a személyes adatok kezelése vagy tovabbitasa kizarélag az Adatkezelére vonatkozé jogi
kotelezettség teljesitéséhez vagy az Adatkezeld, adatdtvevd vagy harmadik személy jogos
érdekének érvényesitéséhez sziikséges, kivéve kotelez6 adatkezelés esetén;

- ha a személyes adat felhasznalasa vagy tovabbitasa kozvetlen Uzletszerzés, kozvélemény-
kutatds vagy tudomanyos kutatas céljara torténik; valamint

- torvényben meghatarozott egyéb esetben.

Az Adatkezel$ a tiltakozast a kérelem benyujtasatél szamitott legrovidebb idén belll, de legfeljebb 15
napon bellil megvizsgalja, annak megalapozottsaga kérdésében dontést hoz, és dontésérdél a
kérelmezét irasban tajékoztatja.

Ha az Adatkezeld az érintett tiltakozdsdnak megalapozottsagat megdllapitja, az adatkezelést - beleértve
atovabbi adatfelvételt és adattovabbitast is - megszlinteti, az adatokat zarolja, valamint a tiltakozasral,
tovabba az annak alapjan tett intézkedésekrél értesiti mindazokat, akik részére a tiltakozassal érintett
személyes adatot kordbban tovabbitotta és akik kotelesek intézkedni a tiltakozasi jog érvényesitése
érdekében.

Ha az érintett az Adatkezeld dontésével nem ért egyet, illetve, ha az Adatkezeld a valaszadasi hataridét
elmulasztja, az érintett - a dontés kozlésétdl, illetve a hataridé utolsé napjatol szamitott 30 napon beldiil
- birésaghoz fordulhat.

Ha az adatatvevé joganak érvényesitéséhez sziikséges adatokat az érintett tiltakozasa miatt nem kapja
meg, Ugy az értesités kozlésétbl szamitott 15 napon bellil, az adatokhoz valé hozzajutas érdekében
birésaghoz fordulhat az Adatkezelé ellen. Az Adatkezel6 az érintettet is perbe hivhatja.

Ha az Adatkezelé az értesitést elmulasztja, az adatatvevé felvilagositast kérhet az adatatadas
meghiulsuldsaval kapcsolatos koriilményekrél az Adatkezel6tél, amely felvildgositast az Adatkezel az
adatatvevd erreiranyuld kérelmének kézbesitését kdvetd 8 napon beliil koteles megadni. Felvildgositas
kérése esetén az adatatvevd a felvilagositdas megaddsatol, de legkésébb az arra nyitva allé hatarid6tél
szamitott 15 napon belll fordulhat birésaghoz az adatkezelé ellen. Az Adatkezeld az érintettet is perbe
hivhatja.

Az Adatkezeld az érintett adatat nem toroélheti, ha az adatkezelést torvény rendelte el. Az adat azonban
nem tovabbithatd az adatatvevd részére, ha az adatkezelé egyetértett a tiltakozassal, vagy a birésag a
tiltakozds jogossagat megallapitotta.

Amennyiben az érintett jogainak gyakorldsa sordn az ligy megitélése nem egyértelm, az adatot kezelé
szervezeti egység vezetdje az Ugy iratainak és az lgyre vonatkozdé allaspontjanak megkulldésével
allasfoglalast kérhet az adatvédelmi tisztvisel6tél, aki azt harom napon belll teljesiti.

A Tarsasag az érintett adatainak jogellenes kezelésével vagy az adatbiztonsag kovetelményeinek
megszegésével masnak okozott kart, illetve az dltala vagy az altala igénybe vett adatfeldolgozd altal
okozott személyiségijogsértés esetén jard sérelemdijat is megteériti. Az adatkezeld mentestil az okozott
karért valo felel6sség és a sérelemdij megfizetésének kotelezettsége aldl, ha bizonyitja, hogy a kart vagy
az érintett személyiségi jogdnak sérelmét az adatkezelés korén kiviil esé, elharithatatlan ok idézte elé.
Ugyanigy nem tériti meg a kart, amennyiben az a karosult szdndékos vagy sulyosan gondatlan
magatartdsabol szarmazott.

Az érintettek joganak gyakorlasa elétti ellenérzés:
Nagy hangsulyt fektetlink az érintettek jogainak védelmére ezért maximadlis figyelmet forditunk arra,



hogy meggydézdédjlink arrél, hogy adatkezelést érinté kérelmek, illetve egyéb, a rendeletben
meghatarozott kérések a jogosult személytdl érkeznek. Az érintett személyazonossaganak ellenérzése
nem érinti az dltaldnos kérdésekre vonatkozo érdeklédést.

Fenntartjuk a jogot, hogy ellenérizziik az On személyazonossagat a kérelme jogossaganak
megallapitasa érdekében, ezzel hozzajarulva az On személyes adatinak védelméhez.

Ennek soran jogosultak vagyunk az aldbbi tevékenységek elvégzéséhez:

- Osszehasonlitani az adatkezelés targyu kérelmet benyujté személy kapcsolattartasi adatait a
rendelkezéslinkre allé adatokkal. A kért informadacidkat, kizdrdlag az arra jogosult részére
tovabbithatjuk.

- ellendrizni, hogy az érdeklédé rendelkezik-e a szlikséges informacidval, kiildndsen az adatok
kijavitasdra / modositasdra iranyuld kérelmek esetében

- elvégezni az érdeklédé személy személyazonositd igazolvanydnak ellenérzését

- akeérésben foglaltakat 6sszevetni barmilyen mas megbizhatd bizonyitékkal

Amennyiben az On személyazonossagat nem sikeriilt kétséget kizaréan megallapitani, a kért adatokat
nem all médunkban a rendelkezésére bocsatani, illetve az On altal kért miiveleteket végrehajtani.

Az adatvédelmi incidensek kezelése és bejelentése

A jogszabdlyoknak megfeleléen bejelentjik a felligyeleti hatdésdgnak az adatvédelmi incidenst a
tudomasszerzéstél szamitott 72 oéran belil, valamint nyilvantartdst vezetink az adatvédelmi
incidensekr6l. A jogszabaly dltal meghatarozott esetekben pedig az érintett felhasznaldkat is
tdjékoztatjuk réla. Ha a vizsgdlat eredményeként megallapitdst nyer, hogy az adatvédelmi incidens
valészinUsithet6en magas kockazattal jar a természetes személyek jogaira és szabadsagaira nézve és az
érintettek tajékoztatdsa szlikséges, az adatvédelmi tisztviseld haladéktalanul értesiti az érintetteket és
errdl a Tarsasag vezetd tisztségviseldjét is értesiti.

Nem kell az érintetteket tajékoztatni:

- ha a Tarsasag olyan technikai, szervezési, védelmi intézkedéseket hajtott végre az érintett
adatokra vonatkozdan, amelyek megakadalyozzak az illetéktelen személyek szamadra vald
hozzaférést az adatokhoz vagy megakadalyozzdk az adatok értelmezhetéségét;

- ha az adatvédelmi incidens bekovetkezését kovetdéen a Tarsasag olyan intézkedéseket tett,
amelyek biztositjak, hogy a feltart adatkezelési kockazat valészinlsithetéen nem valésul meg;

- haa tdjékoztatas ardnytalan er6feszitést tenne sziikségessé. Ebben az esetben az érintetteket
nyilvanosan kozzétett informacidk utjan kell tajékoztatni, mely tajékoztatas elektronikus uton
is megtorténhet.

A DPD felelésségének korlatozasa
A DPD a szolgdltatds nyujtasa sordn onalldan hatdrozza meg a személyes adatok kezelésének céljait és
eszkozeit. A személyes adatok gyuljtéséért, rendszerezéséért, kezeléséért és tarolasaért a DPD
felelésséget vallal.
Néhany esetben azonban a DPD felel&ssége kizarhato, példaul:
- amennyiben a keletkezett kar az On, e rendeletet sérté adatkezelése miatt keletkezett
- az adatkezel6 hibdjabdl tovabbitasra kerilt résziinkre, annak ellenére, hogy egyes adatokat
nem kértink vagy ahol nem értettliink egyet az adatszolgaltatéval a vonatkozé adatok
ataddsdval kapcsolatban
- ha az érintett adatihoz az ligyfeleink azok hozzajarulasa nélkiil jutottak hozza és azokat igy
tovabbitottdak résziikre
- amennyiben a gyermekek részére szolgaltatdsokat nyujto ligyfeleink, a szuldi felligyeleti jogot
gyakorlé személy engedélyének beszerzése nélkiil, gyermekek személyes adatait tovabbitjak a
DPD részére

Jogorvoslati lehetéségek

Az érintett kérelme nyoman, késedelem nélkiil, de legkésébb a kérelem beérkezésétdl szamitott 1
hénapon bellil tdjékoztatja az érintettet az intézkedés elmaradasdanak okairdl, valamint arrél, hogy az
érintett panaszt nyujthat be valamely felligyeleti hatdsagnal, és élhet birdsagi jogorvoslati jogaval
(GDPR 12. cikk (4) bekezdés).

Felligyeleti hatdsag:

megnevezése: Nemzeti Adatvédelmi és Informacidszabadsag Hatdsag (NAIH)

cime: 1055 Budapest, Falk Miksa utca 9-11.

postacime: 1363 Budapest, Pf.: 9.

telefon: (06 1) 3911400

fax: (06 1) 3911410

e-mail: ugyfelszolgalat@naih.hu

honlap: www.naih.hu



Kartérités

Akia GDPR megsértésének eredményeként vagyoni vagy nem vagyoni kart szenvedett, az elszenvedett
karért az adatkezel6tél, vagy az adatfeldolgozotol kartéritésre jogosult (GDPR 82. cikk (1) bekezdés). Az
adatkezelésben érintett valamennyi adatkezeld felelésséggel tartozik minden olyan karért, amelyet a
GDPR-t sérté adatkezelés okozott. Az adatfeldolgozd csak akkor felel8s az adatkezelés altal okozott
karokért, ha nem tartotta be a GDPR-ban meghatarozott, kifejezetten az adatfeldolgozdkat terheld
kotelezettségeket, vagy ha az adatkezelé jogszeril utasitasait figyelmen kivil hagyta vagy azokkal
ellentétesen jart el (GDPR 82. cikk (2) bekezdés). Az adatkezeld, illetve az adatfeldolgozé mentesiil a
felelésség aldl, ha bizonyitja, hogy a kart eléidézé eseményért 6t semmilyen moédon nem terheli
felelésség (GDPR 82. cikk (3) bekezdés). Ha tobb adatkezelé vagy tobb adatfeldolgozé vagy mind az
adatkezeld mind az adatfeldolgozé érintett ugyanabban az adatkezelésben, és felelésséggel tartozik az
adatkezelés altal okozott karokeért, minden egyes adatkezeld vagy adatfeldolgozo az érintett tényleges
kartéritésének biztositasa érdekében egyetemleges felelésséggel tartozik a teljes karért (GDPR 82. cikk
(4) bekezdés).



ADATKEZELESI MEGFELELESI NYILATKOZAT

Tajékoztatjuk, hogy az Eurdpai Parlament és Tanacs (EU) 2016/679 Rendeletének (a tovabbiakban GDPR
vagy Rendelet) alkalmazasara torténd felkészulés soran alulirott DPD Hungary Kft. (székhelye: 1134
Budapest, Vaci ut 33. 2. em., a tovabbiakban DPD) Rendelet hatdlya ald esé személyes-adatkezelési
folyamatok feltérképezését elvégeztiik. A folyamatok soran azonositott személyes adatokrol
nyilvantartas készilt, amelyek jogszerien, az elvart alapelvek betartasaval mikodnek.

Rogzitésre kerlltek az egyes adatkezelések céljai, jogalapjai, az adatkezelésbe bevont személyes adatok
kore (érintetti kategoridk szerint), valamint az adatmegérzés kritériumrendszere.

Az adatbiztonsagi technikai és szervezési intézkedések elvégzése megtortént. Kialakitasra keriltek a
papiralapon tarolt adatok és az informatikai eszk6zokon, haldézaton, szervereken tarolt adatok esetében
a technikai szervezési intézkedések, mint pl. jogosultsag kezelés folyamata, szerverek biztonsaganak
kovetelményei, dlnevesités lehetbsége.

Tarsasagunknal Adatvédelmi Tisztviselé kerult kijelolésre. Az Adatvédelmi és Adatbiztonsagi
Szabalyzatunkban kialakitasra keriiltek az adatvédelmi incidensek észlelésének és kezelésének, az
adatvédelmi hatasvizsgalatok és érdekmérlegelések elvégzésének szabdlyai.

Rendelkeziink Adatvédelmi és Adatbiztonsagi Szabdalyzattal, valamint Adattovabbitasi Nyilvantartassal
és Adatvédelmi Incidens Nyilvantartassal és ezeket hitelesen vezetjlik.

Az egyes adatkezelések Nemzeti Adatvédelmi és Informacidészabadsag Hatdsag Aaltal vezetett
adatvédelmi nyilvantartasi regisztracidja megtortént, ezek regisztracids szamat a vonatkozo szabalyzat
tartalmazza.

Tovabbi feladatok kapcsan tisztdban vagyunk azzal, hogy milyen céloknak kell megvaldsulnia annak
érdekében, hogy az érintetti jogok maradéktalanul teljesiilhessenek.

A személyes adatok maximadlis védelmére torekvés mellett tiszteletben tartjuk az informacios
onrendelkezés jogat. Az érintetteket tdjékoztatjuk az Sket megilleté jogokrdl, valamint az ket
megilletd jogorvoslati lehetéségekrél. A DPD-nél alkalmazott adatfeldolgozas utja mindenki szamara
kovethetd és ellendbrizhetd.

Kijelentjuk, hogy tevékenységlinket a GDPR Rendeleten kiviil a DPD tevékenységét szabalyozé postai
szolgdltatasokrol szold 2012. évi CLIX. torvény rendelkezései, és az informacids onrendelkezésijogrol és
az informacidszabadsagrol szolé 2011. évi CXII. torvény rendelkezései alapjan végezziik.

Valamennyi Partneriinkt6l megkoveteljik a jogszabalyoknak valé megfelelést, valamint
tevékenységlink sordn csak olyan partnereket és alvallalkozdkat vesziink igénybe, akik megfelelnek a
hatdlyos adatvédelmi rendelkezések kovetelményeknek.

Budapest, 2025.12. 16.

DPD Hungary Kft.



